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Why to invest in Security?
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For the average client, IBM filters 81,342,747 security events to identify 
the 109 security incidents that can potentially do harm.

Annual security events, attacks and incidents

2015 2014

63

Incidents

18,856

Attacks

91,765,453

Events

109

Incidents

12,017

Attacks

81,342,747

Events

.91%
incident-

to-attack 

ratio 

.30%
incident-

to-attack 

ratio 

Incident Activity serious enough 

to warrant deeper 

investigation.

Attack Malicious activity attempting to 

collect, disrupt or destroy 

information or system resources.

Event Activity on a system or network 

detected by a security device or 

application
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Security Portfolio

Strategy, Risk and Compliance
Cybersecurity Assessment and Response.

CSIRT.

Security Intelligence and Operations

Advanced 
Fraud 

Protection

Identity 
and Access 

Management

Data 
Security

Application 
Security

Network, Mobile
and Endpoint 

Protection

Advanced Threat and Security Research

How to build Security Strategy.

Buyers

CISO, CIO, and Line-of-Business

Deliver a broad portfolio of solutions differentiated 

through their integration and innovation to address the latest trends

Key Security Trends

Support the 

CISO agenda1

Advanced 
Threats

Skills 
Shortage

Cloud Mobile and
Internet of Things

Compliance 
Mandates

Innovate around 

megatrends2

Lead in selected 

segments3
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Backup slides.
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SIEM Security incident determination.
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